
 

 

ПОЛИТИКА 
 в отношении обработки персональных данных 

 
г. Калининград 
 

"01"декабря 2025 г. 

  
1. Назначение и область действия документа. 
1.1. Политика ООО «Маримар», ОГРН 1023900997515, ИНН 3906090390, адрес: 236029, 

Калининградская обл, Калининград г., Ключевая ул., дом 25Б, (далее по тексту  — «Общество») 
в отношении обработки персональных данных (далее по тексту — «Политика») определяет 
позицию, намерения права и обязанности Общества в области обработки и защиты персональных 
данных, с целью соблюдения и защиты прав и свобод каждого человека и, в особенности, права 
на неприкосновенность частной жизни, личную и семейную тайну, защиту своей чести и доброго 
имени.  

1.2. Политика неукоснительно исполняется руководителями и работниками всех 
структурных подразделений Общества. 

1.3 Действие Политики распространяется на все персональные данные субъектов, 
обрабатываемые в Обществе с применением средств автоматизации и без применения таких 
средств, в том числе при смешанной обработке персональных данных. 

1.4. К настоящей Политике имеет доступ любой субъект персональных данных, в том числе 
с использованием сети «Интернет». 

1.5. Общество периодически актуализирует настоящую Политику и вправе в одностороннем 
порядке в любой момент изменять её условия. Общество рекомендует регулярно проверять 
содержание настоящей Политики на предмет её возможных изменений. Если иное 
не предусмотрено Политикой, все вносимые в неё изменения вступают в силу с даты, указанной 
в Политике. 

1.6. Во всем ином, что не предусмотрено настоящей Политикой, Общество руководствуется 
положениями действующего законодательства Российской Федерации. 

 
2. В настоящей Политике также используются следующие термины. 
• Персональные данные — любая информация, относящаяся к прямо или косвенно 

определённому, или определяемому физическому лицу (субъекту персональных данных). К такой 
информации, в частности, можно отнести: ФИО, год, месяц, дата и место рождения, адрес, сведения 
о семейном, социальном, имущественном положении, сведения об образовании, профессии, 
доходах, а также другую информацию, позволяющую по совокупности определить 
(идентифицировать) субъекта персональных данных.  

• Обработка персональных данных — любое действие (операция) или совокупность 
действий (операций), совершаемых с использованием средств автоматизации 
или без использования таких средств с персональными данными, включая сбор, запись, 
систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, 
использование, передачу (распространение, предоставление, доступ), обезличивание, 
блокирование, удаление, уничтожение персональных данных. 

• Субъект персональных данных — физическое лицо, чьи персональные данные 
обрабатываются (далее – Субъект, Пользователь). 

• Оператор — лицо, самостоятельно или совместно с иными лицами организующее 
и (или) осуществляющее обработку персональных данных, а также определяющие цели обработки 
персональных данных, состав персональных данных, подлежащих обработке, действия (операции), 
совершаемые с персональными данными. Для целей настоящей Политики Общество, обрабатывая 
персональные данные, является оператором, если иное прямо не указано в Политике. 



 

 

• Обработчик — любое лицо, которое на основании договора с оператором 
осуществляет обработку персональных данных по поручению такого оператора, действуя от имени 
и (или) в интересах последнего при обработке персональных данных. Оператор несёт 
ответственность перед субъектом персональных данных за действия или бездействия обработчика. 
Обработчик несёт ответственность перед оператором. 

• Прочие термины используются в настоящей Политике в соответствии со значениями, 
определяемыми действующим законодательством Российской Федерации, если иное прямо 
не указано в Политике. 

 
3. Порядок и условия обработки персональных данных. 
3.1. Под безопасностью персональных данных Общество понимает защищённость 

персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, 
блокирования, копирования, предоставления, распространения персональных данных, а также 
от иных неправомерных действий в отношении персональных данных и принимает необходимые 
правовые, организационные и технические меры для защиты персональных данных. 

3.2. Обработка и обеспечение безопасности персональных данных в Обществе 
осуществляется в соответствии с требованиями Конституции Российской Федерации, Федерального 
закона № 152-ФЗ «О персональных данных», иных нормативно-правовых актов РФ, в том числе 
руководящих и методических документов Правительства Российской Федерации, Минцифры 
России, Роскомнадзора, ФСТЭК России и ФСБ России. 

3.3. Правовыми основаниями для обработки персональных данных являются Трудовой 
кодекс РФ; Гражданский кодекс РФ; Налоговый кодекс РФ; Федеральный закон РФ от 27.07.2006 
№ 152-ФЗ «О персональных данных»; Федеральный закон РФ от 27.07.2006 № 149-ФЗ 
«Об информации, информационных технологиях и защите информации»; Федеральный закон 
от 01.04.1996 года № 27-ФЗ «Об индивидуальном (персонифицированном) учёте в системе 
обязательного пенсионного страхования»; Федеральный закон от 16.07.1999 № 165-ФЗ «Об основах 
обязательного социального страхования»; Федеральный закон от 24.07.2009 № 212-ФЗ 
«О страховых взносах в Пенсионный фонд Российской Федерации, Фонд социального страхования 
Российской Федерации, Федеральный фонд обязательного медицинского страхования»; 
Федеральный закон № 402-ФЗ от 06.12.2011 «О бухгалтерском учёте»; Федеральный закон 
от 29.12.2006 № 255-ФЗ «Об обязательном социальном страховании на случай временной 
нетрудоспособности и в связи с материнством»; Федеральный закон от 28.03.1998 № 53-ФЗ 
«О воинской обязанности и военной службе»; Постановление Правительства Российской 
Федерации от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных 
при их обработке в информационных системах персональных данных»; Постановление 
Правительства Российской Федерации от 15.09.2008 № 687 «Об утверждении Положения 
об особенностях обработки персональных данных, осуществляемой без использования средств 
автоматизации»; Постановление Правительства РФ от 13 октября 2008 года № 749 «Об 
особенностях направления работников в служебные командировки» (вместе с «Положением 
об особенностях направления работников в служебные командировки»); Приказ Росархива от 
20.12.2019 № 236 «Об утверждении Перечня типовых управленческих архивных документов, 
образующихся в процессе деятельности государственных органов, органов местного 
самоуправления и организаций, с указанием сроков их хранения»; другие нормативно правовые 
акты; а также Устав Общества; локальные акты Общества, регулирующие обработку персональных 
данных; трудовые, гражданско-правовые договоры и иные соглашения Общества, согласия 
субъектов на обработку персональных данных. 

3.4. При обработке персональных данных Общество придерживается следующих принципов: 
• законности и справедливости; 
• ограничения обработки персональных данных достижением конкретных, заранее 

определённых и законных целей; 



 

 

• недопущения обработки персональных данных, несовместимой с целями сбора 
персональных данных; 

• недопущения объединения баз данных, содержащих персональные данные, обработка 
которых осуществляется в целях, несовместимых между собой; 

• соответствия содержания и объёма обрабатываемых персональных данных 
заявленным целям обработки; 

• недопущения избыточности обрабатываемых персональных данных по отношению 
к заявленным целям обработки; 

• обеспечения точности персональных данных, их достаточности, а в необходимых 
случаях и актуальности по отношению к целям обработки персональных данных, а также принятия 
мер по удалению или уточнению неполных или неточных данных; 

• прозрачности обработки персональных данных: субъекту персональных данных 
может предоставляться соответствующая информация, касающаяся обработки его персональных 
данных; 

• осуществления хранения персональных данных в форме, позволяющей определить 
субъекта персональных данных, не дольше, чем этого требуют заявленные цели обработки 
персональных данных. 

3.5. Общество обрабатывает персональные данные на следующих условиях: 
Цель обработки 

персональных данных 
Категории субъектов 

персональных данных 
Категории и перечень 
персональных данных 

Для регистрации в личном 
кабинете, для осуществления 
Обществом 
предпринимательской 
деятельности, в т. ч. путем 
рекламирования себя, своих 
сервисов и услуг, контроля 
качества использования своих 
сервисов и услуг третьими 
лицами, взаимодействия с 
субъектами персональных 
данных, контрагентами и 
третьими лицами, в 
соответствии с действующим 
законодательством РФ, 
уставом Общества, 
внутренними документами и 
локальными нормативными 
актами Общества. 

Пользователи Интернет-
магазина; 

• ФИО; 
• Контактная 

информация (номер 
телефона, адрес 
электронной почты) 

• наименование 
Юридического 
лица/ИП, 

•  ИНН,  
• адрес Web сайта,  
• адрес розничного 

магазина.  

 

Для заключения и исполнения 
договора купли-продажи. 

Пользователи Интернет-
магазина 

• ФИО; 
• Контактная 

информация (номер 
телефона, адрес 
электронной почты) 

• наименование 
Юридического 
лица/ИП, 

•  ИНН,  
• адрес Web сайта,  
• адрес розничного 



 

 

магазина.  
 

3.6. Общество обрабатывает персональные данные только при наличии хотя бы одного 
из условий ниже в течение следующих сроков: 
Правовое основание обработки 
персональных данных 

Срок обработки и хранения персональных 
данных 

С согласия субъекта персональных данных 
на обработку его персональных данных. 

В течение срока, на который было дано 
согласие на обработку персональных данных. 

Для достижения целей, предусмотренных 
международным договором Российской 
Федерации или законом, для осуществления 
и выполнения возложенных законодательством 
Российской Федерации на оператора функций, 
полномочий и обязанностей. 

В течение срока, установленного 
соответствующими международными 
договорами или законами 

При необходимости обработки персональных 
данных, подлежащих опубликованию 
или обязательному раскрытию в соответствии 
с федеральным законом. 

В течение срока, установленного 
соответствующими законами. 

Для исполнения судебного акта, акта другого 
органа или должностного лица, подлежащих 
исполнению в соответствии 
с законодательством Российской Федерации 
об исполнительном производстве. 

В течение срока, необходимо для исполнения 
соответствующего акта. 

Для исполнения договора, стороной которого 
либо выгодоприобретателем или поручителем 
по которому является субъект персональных 
данных, а также для заключения договора 
по инициативе субъекта персональных данных 
или договора, по которому субъект 
персональных данных будет являться 
выгодоприобретателем или поручителем. 

В течение срока действия такого договора, 
кроме случаев, когда более длительный срок 
обработки персональных данных установлен 
действующим законодательством Российской 
Федерации 

Для защиты жизни, здоровья или иных 
жизненно важных интересов субъекта 
персональных данных, если получение 
согласия субъекта персональных данных 
невозможно. 

До момента, когда получение согласия 
субъекта персональных данных станет 
возможным или когда соответствующие 
основания, угрожающие жизни, здоровью или 
иным жизненно важным интересам, отпадут (в 
зависимости от того, какое обстоятельство 
наступит раньше) 

Для осуществления прав и законных интересов 
оператора или третьих лиц при условии, 
что при этом не нарушаются права и свободы 
субъекта персональных данных. 

В течение срока, необходимого для 
осуществления прав и обеспечения законных 
интересов. 
Конкретный срок определяется Обществом 
с учётом положений настоящей Политики, 
внутренних документов и локальных 
нормативных актов Общества, а также 
принципов обработки персональных данных 
и требований действующего законодательства 
Российской Федерации, в том числе в части 
прекращения обработки персональных данных 
при достижении конкретных, заранее 



 

 

определённых и законных целей такой 
обработки. 

 
3.7. Общество вправе поручить обработку персональных данных третьим лицам — 

обработчикам — на основании заключаемых с этими лицами договоров. Обработчики обязуются 
соблюдать принципы и правила обработки персональных данных, предусмотренные Федеральным 
законом № 152-ФЗ «О персональных данных» (включая ст. 18.1 и ч. 5 ст. 18), иными законами 
и подзаконными актами. Для каждого обработчика в договоре будут определены: 

• перечень обрабатываемых персональных данных; 
• цели их обработки; 
• перечень действий (операций), которые будут совершаться с персональными 

данными обработчиком; 
• обязанности обработчика по соблюдению конфиденциальности и обеспечению 

безопасности персональных данных при их обработке, а также перечень принимаемых 
обработчиком мер по обеспечению защиты обрабатываемых им персональных данных, включая 
требование об уведомлении Общества об инцидентах с персональными данными; 

• обязанность по запросу Общества в течение срока действия поручения на обработку 
персональных данных предоставлять Обществу документы и иную информацию, подтверждающие 
принятие мер и соблюдение в целях исполнения поручения Общества требований, установленных 
Федеральным законом № 152-ФЗ. 

Обработчик не обязан получать согласие субъекта персональных данных на обработку 
его персональных данных. Если для обработки персональных данных по поручению Общества 
необходимо получение согласия субъекта персональных данных, такое согласие получает 
непосредственно Общество. 

3.8. В случаях, установленных законодательством Российской Федерации, Общество вправе 
осуществлять передачу персональных данных третьим лицам, в том числе без поручения таким 
лицам обработки персональных данных. 

3.8.1. Общество может передавать Персональную информацию третьим лицам, для 
достижения целей, указанных в п. 3.5 настоящей Политики. Используя сайт и сервисы Общества, 
Пользователь соглашается на такую передачу. 

К таким третьим лицам могут относиться: 
(i) Партнеры, такие как владельцы сайтов и приложений, рекламные сети и другие партнеры, 

предоставляющие Обществу услуги, связанные с размещением и отображением рекламы на сайтах, 
в программах, продуктах или сервисах, которые принадлежат таким партнерам или контролируются 
ими;  

(ii) рекламодатели или другие Партнеры, которые отображают для Пользователей рекламу 
на Сайтах и/или на Сервисах Общества, а также такие Партнеры как поставщики информационных 
сервисов или консультанты; 

(iii) лица, предоставляющие информацию для выявления угроз безопасности для Сайтов и 
Сервисов, пользователей, Общества и/или третьих лиц, в том числе при проверке благонадежности 
Субъекта при заключении договоров с использованием Сайтов и Сервисов; 

(iv) лица, участвующие в организации приема платежей Субъекта и проведении платежных 
операций с использованием Сайтов и Сервисов (платежные системы, поставщики платежных 
инструментов, банки и иные финансовые организации и т.д.). 

Общество также может передавать Персональную информацию третьим лицам: 
(i) любому национальному регулирующему органу, правоохранительным органам, 

центральным или местным исполнительным органам власти, другим официальным или 
государственным органам или судам, в отношении которых Общество обязано предоставлять 
информацию в соответствии с применимым законодательством по соответствующему запросу. 



 

 

3.9. Если иное не предусмотрено законодательством Российской Федерации, Общество 
прекращает обработку персональных данных (в отношении любой из заявленных выше целей) и 
уничтожает их в случаях: 

• ликвидации Общества; 
• реорганизации Общества, влекущей прекращение его деятельности; 
• отпадения правовых оснований обработки персональных данных и/или достижения целей 

обработки персональных данных. 
Конкретный порядок уничтожения персональных данных на носителях, содержащих 

персональные данные, в том числе внешних/съёмных электронных носителях, бумажных носителях 
и в информационных системах персональных данных, определяются Обществом в своих 
внутренних документах и локальных нормативных актах. 

3.10. Общество при осуществлении обработки персональных данных: 
• принимает меры, необходимые и достаточные для обеспечения выполнения 

требований законодательства Российской Федерации, внутренних документов и локальных 
нормативных актов Общества в области персональных данных; 

• принимает правовые, организационные и технические меры для защиты 
персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, 
блокирования, копирования, предоставления, распространения персональных данных, а также 
от иных неправомерных действий в отношении персональных данных; 

• назначает лицо, ответственное за организацию обработки персональных данных 
в Обществе; 

• издаёт внутренние документы, определяющие политику Общества в отношении 
обработки персональных данных, локальные акты по вопросам обработки персональных данных, 
а также локальные акты, устанавливающие процедуры, направленные на предотвращение 
и выявление нарушений законодательства Российской Федерации, устранение последствий таких 
нарушений; 

• осуществляет ознакомление работников Общества, его филиалов, представительств 
и структурных подразделений, непосредственно осуществляющих обработку персональных 
данных, с положениями законодательства Российской Федерации, внутренних документов 
и локальных нормативных актов Общества в области персональных данных, в том числе 
с требованиями к защите персональных данных, и обучение указанных работников; 

• осуществляет внутренний контроль и (или) аудит соответствия обработки 
персональных данных требованиям законодательства Российской Федерации и принятым 
в соответствии с ним нормативным правовым актам, иным требованиям к защите персональных 
данных, настоящей Политике, внутренним документам и локальным нормативным актам Общества 
в области персональных данных; 

• публикует или иным образом обеспечивает неограниченный доступ к настоящей 
Политике; 

• прекращает обработку персональных данных и уничтожает их в случаях, 
предусмотренных законодательством Российской Федерации; 

• совершает иные действия, предусмотренные законодательством Российской 
Федерации в области персональных данных. 

 
4. Права субъекта персональных данных. 
Лицо, персональные данные которого обрабатываются Обществом, имеет: 
• право на отзыв ранее данного им согласия на обработку персональных данных 

(Согласно ч. 2 ст. 9, ч. 4 и 5 ст. 21 Федерального закона «О персональных данных» Общество 
вправе продолжить обработку персональных данных при наличии иных правовых оснований.); 

• право на получение информации, касающейся обработки персональных данных; 



 

 

• право требовать уточнения своих персональных данных, их блокирования или 
уничтожения, если персональные данные являются неполными, устаревшими, недостоверными, 
незаконно полученными, не являются необходимыми для заявленной цели обработки, а также 
требовать прекращения обработки персональных данных, если цель такой обработки достигнута 
Обществом. 

Если иной порядок взаимодействия Общества и субъекта персональных данных 
не предусмотрен соответствующим документом между ними (например, договором или текстом 
согласия на обработку персональных данных), для реализации указанных прав субъекту 
персональных данных необходимо направить на почтовый адрес Общества (236029, 
Калининградская обл, Калининград г., Ключевая ул., дом 25Б) письменное заявление в свободной 
форме с обязательным описанием своих требований и указанием в тексте заявления следующих 
данных: 

• ФИО субъекта персональных данных; 
• номер основного документа, удостоверяющего личность субъекта персональных 

данных или его представителя, сведения о дате выдачи указанного документа и выдавшем 
его органе либо иные данные, позволяющие однозначно идентифицировать субъекта персональных 
данных; 

• сведения, подтверждающие участие субъекта персональных данных в отношениях 
с Обществом, либо сведения, иным способом подтверждающие факт обработки персональных 
данных Обществом; 

• подпись субъекта персональных данных или его представителя. 
Субъект персональных данных также вправе обжаловать действия (бездействия) и решения 

Общества, нарушающие его права при обработке персональных данных, в уполномоченный орган 
по защите прав субъектов персональных данных (Роскомнадзор) и в суд в порядке, установленном 
законодательством Российской Федерации. 

При регистрации в личном кабинете, оформлении покупки на сайте Общества, в том числе 
посредством личного кабинета на сайте Общества, мы предлагаем пользователю получение 
рекламных и маркетинговых акций, скидок, участия в конкурсах/акциях/розыгрышей, получения 
пуш-уведомлений, рассылок по вашему адресу электронной почты, СМС и звонки на мобильный 
телефон, с согласия субъекта персональных данных, которое даётся посредством регистрации 
на указанных ресурсах. В случаях отказа от получения уведомлений от Общества, необходимо 
направить соответствующее заявление на электронную почту: opt@igrushkioptom39.ru 

Сервисы Общества: 
Сайт: https://igrushkioptom39.ru/ 
 
5. Сведения о реализуемых требованиях к защите персональных данных. 
5.1. Общество при обработке персональных данных принимает необходимые правовые, 

организационные и технические меры для защиты персональных данных от неправомерного 
или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, 
предоставления, распространения персональных данных, а также от иных неправомерных действий 
в отношении персональных данных. Общество регулярно пересматривает и актуализирует 
принимаемые меры для обеспечения наилучшей защищённости обрабатываемых персональных 
данных — такие меры описываются в настоящей Политике, внутренних документов и локальных 
нормативных актов Общества. 

К таким мерам, в частности, относится: 
• разработка моделей угроз; 
• определение угроз безопасности персональных данных при их обработке 

в информационных системах персональных данных; 
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• применение организационных и технических мер по обеспечению безопасности 
персональных данных при их обработке в информационных системах персональных данных, 
необходимых для выполнения требований к защите персональных данных, исполнение которых 
обеспечивает установленные Правительством РФ уровни защищённости персональных данных; 

• применение прошедших в установленном порядке процедуру оценки соответствия 
средств защиты информации; 

• оценка эффективности принимаемых мер по обеспечению безопасности 
персональных данных до ввода в эксплуатацию информационной системы персональных данных; 

• обнаружение фактов несанкционированного доступа к персональным данным 
и принятием мер; 

• восстановление персональных данных, модифицированных или уничтоженных 
вследствие несанкционированного доступа к ним; 

• установление правил доступа к персональным данным, обрабатываемым 
в информационной системе персональных данных, а также обеспечением регистрации и учёта всех 
действий, совершаемых с персональными данными в информационной системе персональных 
данных; 

• контроль за принимаемыми мерами по обеспечению безопасности персональных 
данных и уровня защищённости информационных систем персональных данных; 

• учёт машинных носителей персональных данных; 
• организация пропускного и внутри объектового режимов на территории Общества; 
• размещение технических средств обработки персональных данных в пределах 

охраняемой территории; 
• поддержание технических средств охраны, сигнализации в постоянной готовности; 
• проведение мониторинга действий пользователей, проведение разбирательств 

по фактам нарушения требований безопасности персональных данных. 
Общество вправе поручить реализацию указанных мер Обработчику на основании договора, 

заключённого между Обществом с Обработчиком. 
Общество не осуществляет трансграничную передачу данных. 
 
6. Блокирование, уточнение и уничтожение персональных данных. Ответы на запросы 

Субъектов ПД на доступ к персональным данным. 
6.1. В случае выявления неправомерной обработки персональных данных при обращении 

Субъекта ПД (его представителя) либо по запросу Субъекта ПД (его представителя), либо 
уполномоченного органа по защите прав субъектов персональных данных Оператор осуществляет 
блокирование неправомерно обрабатываемых персональных данных, относящихся к 
соответствующему Субъекту, или обеспечивает их блокирование с момента такого обращения или 
получения указанного запроса Субъекта на период проверки. 

В случае выявления неточных персональных данных при обращении Субъекта ПД или его 
представителя либо по их запросу или по запросу уполномоченного органа по защите прав 
субъектов персональных данных Оператор осуществляет блокирование персональных данных, 
относящихся к этому Субъекту, или обеспечивает их блокирование с момента такого обращения 
или получения указанного запроса на период проверки, если блокирование персональных данных 
не нарушает права и законные интересы Субъекта или третьих лиц. 

6.2. В случае подтверждения факта неточности персональных данных Оператор на 
основании сведений, представленных Субъектом ПД (его представителем) либо уполномоченным 
органом по защите прав субъектов персональных данных, или иных необходимых документов 
уточняет персональные данные либо обеспечивает их уточнение в течение семи рабочих дней со 
дня представления таких сведений. 



 

 

6.3. В случае выявления неправомерной обработки персональных данных Оператор в срок, 
не превышающий трех рабочих дней с даты этого выявления, прекращает неправомерную 
обработку персональных данных или обеспечивает прекращение неправомерной обработки 
персональных данных, а в случае, если обеспечить правомерность обработки персональных данных 
невозможно, в срок, не превышающий десяти рабочих дней с даты выявления неправомерной 
обработки персональных данных, уничтожает такие персональные данные или обеспечивает их 
уничтожение. 

6.4. В случае достижения цели обработки персональных данных Оператор уничтожает 
персональные данные или обеспечивает их уничтожение в срок, не превышающий тридцати дней с 
даты достижения цели обработки персональных данных, если иное не предусмотрено договором, 
стороной которого, выгодоприобретателем или поручителем по которому является Субъект ПД, 
иным соглашением между Оператором и Субъектом ПД либо если Оператор не вправе 
осуществлять обработку персональных данных без согласия Субъекта ПД на основаниях, 
предусмотренных Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных» или 
другими федеральными законами. 

6.5. В случае отзыва Субъектом ПД согласия на обработку его персональных данных и в 
случае, если сохранение персональных данных более не требуется для целей обработки 
персональных данных, Оператор уничтожает персональные данные или обеспечивает их 
уничтожение в срок, не превышающий тридцати дней с даты поступления указанного отзыва, если 
иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по 
которому является Субъект, иным соглашением между Оператором и Субъектом либо если 
Оператор не вправе осуществлять обработку персональных данных без согласия Субъекта ПД на 
основаниях, предусмотренных Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных 
данных» или другими федеральными законами. 

6.6. В срок, не превышающий семи рабочих дней со дня представления Субъектом ПД (его 
представителем) сведений, подтверждающих, что такие персональные данные являются незаконно 
полученными или не являются необходимыми для заявленной цели обработки, Оператор 
уничтожает такие персональные данные. 

6.7. Обрабатываемые персональные данные подлежат уничтожению в случае утраты 
необходимости в достижении целей обработки, если иное не предусмотрено федеральным законом. 

6.8. Оператор отвечает на запросы и обращения Субъекта (его представителя) об 
осуществляемой им обработке персональных данных по адресу электронной почты: 
opt@igrushkioptom39.ru 

 
7. Ответственность за нарушение норм, регулирующих обработку персональных 

данных. 
7.1. Лица, виновные в нарушении положений законодательства РФ в области персональных 

данных при обработке персональных данных, привлекаются к дисциплинарной и материальной 
ответственности в порядке, установленном Трудовым кодексом РФ и иными федеральными 
законами. Кроме того, они привлекаются к административной, гражданско-правовой 
или уголовной ответственности в порядке, установленном федеральными законами. 

7.2. Моральный вред, причинённый субъекту персональных данных вследствие нарушения 
его прав, нарушения правил обработки персональных данных, а также несоблюдения требований 
к их защите, установленных Федеральным законом № 152-ФЗ «О персональных данных», подлежит 
возмещению в соответствии с законодательством РФ. Возмещение морального вреда 
осуществляется независимо от возмещения имущественного вреда и понесённых субъектом 
персональных данных убытков. 

 
8. Разрешение споров 
8.1. При возникновении споров и/или разногласий, возникающих из отношений между 
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Субъектом и Оператором, такие вопросы разрешаются в соответствии с действующим 
законодательством Российской Федерации. 

8.2. К Политике и отношениям между Субъектом и Оператором применяется действующее 
законодательство Российской Федерации. 

 
9. Использование сервиса веб-аналитики 
Сайт использует сервисы веб-аналитики Яндекс.Метрика, предоставляемый компанией ООО 

«ЯНДЕКС», 119021, Россия, Москва, ул. Л. Толстого, 16, пиксель VK реклама, предоставляемый 
компанией ООО «ВК» (ОГРН 1027739850962, Россия, 125167, г. Москва, Ленинградский проспект 
д. 39, стр. 79), Jivo чат, предоставляемый компанией ООО «Живой сайт», 115280, Москва, 
Ленинская слобода, д. 19, БЦ «Омега-Плаза», этаж 4, офис 21Г1, (далее – Сервисы).  

Сервисы аналитики использует технологию «cookie» — небольшие текстовые файлы, 
размещаемые на компьютере Субъектов с целью анализа их пользовательской активности. 
Собранная при помощи cookie информация не может идентифицировать Субъекта, однако может 
помочь улучшить работу Сайта. Информация об использовании Субъектом данного сайта, 
собранная при помощи cookie, будет передаваться Сервисам и храниться на их сервере в Российской 
Федерации. Сервисы будут обрабатывать эту информацию для оценки использования 
Пользователем сайта, составления отчетов о деятельности Сайта, и предоставления других услуг. 
Сервисы обрабатывают эту информацию в порядке, установленном в условиях использования 
сервиса Яндекс.Метрика, пиксель VK реклама и Jivo чат. 

Субъект может отказаться от использования cookies, выбрав соответствующие настройки в 
браузере. Однако это может повлиять на работу некоторых функций Сайта. Используя этот Сайт, 
Пользователь сайта соглашается на обработку данных о Пользователе Сервисами в порядке и целях, 
указанных выше. 

 
10. Заключительные положения 
10.1. Оператор вправе вносить изменения в Политику без согласия Субъекта ПД. 
10.2. Новая редакция Политики вступает в силу с момента ее размещения на Сайте, если иное 

не предусмотрено новой редакцией Политики. 
Новая редакция Политики применяется к отношениям, возникшим после введения ее в 

действие. 
10.3. Все предложения или вопросы по Политике следует сообщать по адресу электронной 

почты: opt@igrushkioptom39.ru 
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